WHERE THERE IS A WILL, THERE IS NO WAY: COVID-19 AND A CASE FOR THE RECOGNITION OF E-WILLS IN INDIA AND OTHER COMMON LAW JURISDICTIONS
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ABSTRACT

The question of providing due recognition to E-Will is not a new one. As industries across the world increasingly rely upon technology during the global outbreak of COVID-19, it should come as no surprise that legal professionals have renewed their interest in the present topic. However, at the outset, we must view the present situation with a simultaneous sense of both caution and excitement. If we keep the technological dangers apart (in arguendo), the present situation opens the door for courts to intervene and to bring about a sudden overhaul of the ancien Family and Succession Law regime in commonwealth nations. But on the other hand, numerous hurdles exist—namely with regard to the recording and testing of the genuineness of an E-Will, for example. The question of the validity of an E-Will in probate cases under the Succession Acts of various common law countries is also an interesting one. This article seeks to move a step ahead from Ghatak by analyzing how two years on from her 2017 publication, the COVID-19 crisis has, in all probability, made major common law jurisdictions (with a focus on India, the most populous and judicially overburdened of them all) move into the uncharted territory of recognizing E-Will as a necessity. Further, this article addresses how the courts can retain their active role and thus obviate the need for a legislative process (presumably, a hushed ordinance) in order to formalize the inclusion of digital methodology.
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I. INTRODUCTION

Since the World Health Organization’s declaration of the COVID-19 outbreak as a pandemic, the usage of technology has surely risen to the forefront of legal affairs. From online dispute resolution to rescue mergers, legal professionals are now reorganizing their lives over the “World Wide Web.” Thus, it does not require a “Sherlock Holmes” to infer that individuals today would like to make sure that their legal documents, such as wills or codicils, can be signed, uploaded, and stored online so that when the time comes, the benefactors could access them with ease. Wills are documents that can easily influence the legacy of
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the person who writes it as well as the lives of those who were related to him or her. The plot gets murkier when we consider the fact that there is a global pandemic going on. With “lockdowns” turning into the new normal, the probate registration procedure is also delayed, with its legal ramifications being debated and enumerated by experts across the world. This is especially true across common law jurisdictions rife with archaic family law legislations dating back to the times of the British Empire. Hotly contested legal claims over both intestate and testamentary succession are a common phenomenon in India, with litigation periods spanning across over two decades in certain cases. For example, one of the authors witnessed a Regular Second Appeal concerning a succession dispute filed in 1984. When we take into account the effects of the ongoing pandemic, the process of recognizing digitized wills is indeed neither unwarranted nor an act that should be delayed.

II. MAKING LAWS PANDEMIC PROOF

Although the Indian Succession Act came into force only six years after the end of the world’s last major pandemic—the Spanish Flu of 1918–19 totaling over seventeen million deaths in India—the

8. Rettig, supra note 1.
legislation had no specific provision to deal with the execution of wills in case of a pandemic.\textsuperscript{16}

This lacuna and its effect, particularly on section 63,\textsuperscript{17} was noted by the 110th Law Commission of India Report in 1985, which recommended easing the formalities relating to the execution of a will in situations where the individual wishing to execute a will perceives a very high threat of death, and that situations of "pestilence" must be considered and suggested an amendment.\textsuperscript{18} Sadly, the same was never done and the law—as it stands today—possesses no provision as to safeguard the interests of individuals in the case of a pandemic.\textsuperscript{19}

This paper shall progress in three parts. It shall first look at the challenges that traditional governance structures in India might face in the recognition of electronic wills (E-Wills). The second part shall address how to deal with the same. The third part shall contain a concluding note and the author’s own analysis.

III. ADMISSIBILITY BEFORE LAW

In common law nations, three broad requirements are needed in order for a court to consider a will as legitimate.\textsuperscript{20} The requirements are:

1) the will must be rendered in writing;
2) the will must be signed; and
3) the will must have been attested to by a stipulated amount of individuals, who shall act as witnesses.\textsuperscript{21}

It is interesting to note that, in India, even an illegible or incomplete mark can be considered as signifying the intent of the testator.\textsuperscript{22} The same has also been further held to possess evidentiary value.\textsuperscript{23} It is even more appreciable to note that wills in India do not require a stamp duty or notarization, which has turned into a legal hurdle in jurisdictions, such
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as in the United States. Excluding wills that are intermingled with religious laws, a vast majority of laws relating to succession in India are attributable to the British Raj—originating from the Wills Act of 1837. Thus, an analysis of the United Kingdom and other common law jurisdictions is necessary as legislators continuously vie to shoehorn E-Wills into the existing framework of things.

IV. A LEGISLATIVE ANALYSIS OF RECENT DEVELOPMENTS RELATED TO E-WILLS ACROSS SIX COMMON LAW JURISDICTIONS

A. The United States

The United States has been the pioneer of data protection laws across the world, enacting the Stored Communications Act (SCA) in 1986—as part of Title II of the Electronic Communications Privacy Act—to provide a regulatory framework for electronic communications held by third party Internet Service Providers (ISPs). The Act has been criticized for being archaic and unable to meet the challenges of modern technology, particularly as to how useful it shall be in protecting the rights of individuals who choose to store their data, such as wills, with third party ISPs on the Internet. Although certain progressive decisions, such as the Act’s usage to disallow school authorities to spy on their students, have occurred, United States courts have attained notoriety for rendering convoluted decisions by literally construing the existing statute as it stood in 1986 or by excluding the act altogether. Thus, these terse
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decisions have left individuals with little to no data protection or privacy.  

1. *Taylor v. Holt:* A Convoluted Scholastic Precedent

One of the earliest recognized common law cases pertaining to the recognition of E-Wills is the Supreme Court of Tennessee’s 2003 judgment in *Taylor v. Holt.* In this case, the testator wrote a will on his personal computer and signed the last page of the document by signing his name in a cursive font, thus, clearly distinguishing it from the rest of the document. A legal battle then ensued between the decedent’s girlfriend, the sole beneficiary of the electronic will, and the decedent’s sister, who would have been the sole intestate beneficiary as per the laws of the State. The Court held that the definition of the term “signature,” as per the law, was “any other symbol or methodology executed or adopted by a party with intention to authenticate a writing or record.” On the basis of the aforementioned facts, the Court’s decision seems highly liberal and progressive. However, Boddery very rightly notes the fact that most commentaries on this leading case ignore key details—that two disinterested neighbors, whom by sheer chance came to visit the testator at his residence, happened to witness the e-signature process, and that no remote witnesses were involved. When these facts are analyzed in a proper manner, it seems highly evident that the Court’s decision is possibly a convenient application of the “harmless error” rule rather than the highly progressive quantum leap it is projected as by numerous legal scholars. It is important to note that as of 2020, Nevada, Arizona, Florida, and Indiana remain the only states to make E-Wills
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states, such as Hawaii, have mechanisms to validate e-recordings for numerous purposes, including wills.  

In addition to the state law amendments, a valiant effort has also been made to enact a federal law paving the way for completing legal formalities through virtual means.  

On March 18, 2020, Kevin Cramer—a Republican Senator from North Dakota—introduced The Securing and Enabling Commerce Using Remote and Electronic Notarization (SECURE) Act of 2020. The Act shall empower every registered public notary in the United States to perform their jobs via the RON mechanism. What is particularly appreciable is the Act’s utilization of “multi-factor authentication” in order to prevent fraudulent practices, which can indeed turn out to be a pioneering effort in case this bill becomes law. As of now, it has been read twice and referred to the Committee on the Judiciary.

B. South Africa

The Electronic Communication Transaction Act (ECT) is the central legislation pertaining to all matters related to data stored in an electronic form in South Africa. The Act was passed in 2002 and amended once in 2008 to recognize electronic data transmission and “promote universal access to electronic communications . . . transactions[,] and the use of electronic transactions by SMMEs [Small, Medium and Micro Enterprises].” However, section 4(4) of the ECT Act places several restrictions before any form of electronic data can be recognized as a valid will under the Wills Act 7 of 1953. The two most major restrictions are: (1) conclusive proof of the fact that the testator has indeed made the will by his or her own self, or of their own volition; and (2) the document was accepted by the testator as final and not as a draft.
version.66 These two restrictions have generally led to courts adopting a skeptical opinion regarding probate matters, where the validity of a will is contingent solely on an electronic document.67 This skepticism renders the purpose of section 2(1)(c) of the legislation, seeking to “promote the understanding and, acceptance of and growth in the number of electronic transactions in the Republic,” as altogether redundant.68

The landmark 2002 judgment of MacDonald is one of the few cases in which South African courts have gone ahead and interpreted the ECT Act in a liberal manner.69 In this case, the deceased, a former International Business Machines Corporation (IBM) employee, committed suicide and left four notes stating that his last and final will and testament was stored in the hard drive of his computer.70 The legal question that arose was whether the retrieved electronic will, which was not signed by the decedent or any witnesses, was a valid will or not.71 The Court was quick to note that, although the will failed to satisfy South African law, it validated the will by applying a “rescue” provision under section 2(3) of the Act by which courts can validate *prima facie* illegal wills, provided the intention to make the same is manifest and bona-fide.72 Clearly, extreme factual circumstances led to this decision,73 and thereafter, the Court adopted such approaches sparingly—with a subsequent High Court decision reducing the rescue provision’s mandate solely to cases where it can be proved that the testator drafted the document under question themselves.74

C. Canada

Recently, provinces—such as Ontario and Quebec—have made emergency provisions allowing virtual witnessing and other procedures related to the making of E-Wills.75 In April 2020, the Ontario government amended its Emergency Management and Civil Protection Act in order to promote the continuance of the steady execution of estate
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planning documents during the pandemic. On April 7, 2020, virtual signing of documents was permitted in which the document had to be passed through three stages (testator to witnesses) for signing, one by one. Later, changes were made to allow three signatories to sign on one separate and identical document, which would be considered one document once compiled.

1. “Dispensing Powers”

In Rioux v. Coulombe, the police found a note guiding them to an electronic file in the hard disk stored in the testator’s personal computer after she committed suicide. The note said, “[t]his is my will/Jacqueline Rioux/1 February 1996,” and the file contained directions of a testamentary nature, which stated “my credit card amount shall go to, my house shall go to, etc...” However, the note was not followed by a signature. The Court declared the electronic will to be valid under the “dispensing powers” of Quebec law, despite the absence of the legal requisites of a will as per Article 726 of the Code Civil du Quebec.

In Re Buckmeyer Estate, the decedent, John Buckmeyer, sent an email to the executor of his will mentioning certain additional duties to be undertaken by the executor prior to reaping the benefits arising out of the will. The question that arose was whether the email was a testamentary document under section 37 of the Wills Act 1996 or not. The Court found that the email was drafted by the testator when his health was deteriorating, and in his last days, he wanted to give directions to the executor concerning his funeral services. The email was duly signed by typing his name at the end, which the Court considered as an electronic signature under The Electronic Information and Documents Act 2000. However, the email concerning the directions was not declared as a testamentary document and, hence, probate was not ordered.
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After numerous provinces, such as Saskatchewan, British Columbia, and Alberta, recommended the addition of the same, the power for the courts to validate *prima facie* non-compliant wills was added in the revised version of the Uniform Wills Act in 2015—passed by the Uniform Law Commission of Canada. The Act recommended that, where a court is satisfied with the evidence presented to prove that an intention to formulate a will existed, it should declare the document fully effective even if it is not in accordance with the law.

British Columbia incorporated this provision in section 58 of the Wills, Estates and Succession Act. Alberta’s legislations do not prohibit E-Wills, but do not enable them either, creating a convoluted scenario. Saskatchewan, which had otherwise not enacted any legislation permitting E-Wills, enacted the Wills (Public Emergencies) Act 2020 on April 16th of this year in order to enable the same during the COVID-19 period via “remote witnessing,” along with mandating courts to utilize their “dispensing powers” effectively during this period in line with the 2014 federal legislation.

D. United Kingdom

The Victorian-era Wills Act of 1837 is still the primary law regulating all probate matters in the United Kingdom. The Act, as applied to England, Wales, and Northern Ireland, was amended in 1852, allowing for a signature anywhere on the document as long as it represents the testators intent and is physically signed in the presence of a specified number of witnesses; Scotland law requires that every page of the will must be signed. Nonetheless, the usage of e-signatures and
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digital signatures are not uncommon in England. Courts in the United Kingdom have considered typing one's name at the end of the email as an electronic signature, and the exchange of offer and acceptance via email may constitute an enforceable agreement. The Law Commission of the United Kingdom launched a public consultation in 2017 to reform the Wills Act of 1837 by proposing incremental changes, such as digitalization of the process and mental check-ups for dementia and other medical conditions prior to rendering a will.

E. New Zealand

In New Zealand, The Wills Act 2007 is the federal legislation governing wills. However, in stark contrast with its neighbor Australia, neither the legislators nor the courts have projected a favorable attitude towards the recognition of E-Wills. The most ideal example of this approach would be in *Re Crawford Estate*, wherein the Court refused to probate a scanned copy of a will. The decedent's solicitor had destroyed the original copy under the false presumption that probate would not be required, and kept the scanned copy. The Court held that section 32 of The Electronic Transactions Act 2002 mandates parties to produce the original document for the purpose of evidence and an electronic version used solely for the purposes of comparison. Part 27 of the High Court Rules 2016 deals with the granting of probate by courts in New Zealand where there is clearly an established practice of not granting probate where the original document is not available.
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addition to the aforementioned requirements, the document needs to be physically available and duly signed by the testator and the witnesses.\footnote{10}

\textbf{F. Australia}

In Australia, the scenario is markedly different from the aforementioned jurisdictions.\footnote{11} It is not uncommon to make a will in an electronic format under the Succession Act 2006.\footnote{12} Courts have probated electronic documents where it shows the decedents testamentary intent.\footnote{13} In \textit{Yazbek v. Yazbek}, before leaving for a holiday, the testator prepared a testamentary Microsoft Word document named Will.doc, which was later found on his personal computer after his death by his family members.\footnote{14} A legal battle ensued between his brother and parents, with the former claiming it was a testamentary document where he is the beneficiary, and the latter claiming that their son died intestate.\footnote{15} The legal question that arose before the Hon’ble Courts of New South Wales was whether a printout or electronic copy of a testamentary statement is considered a will under section 8 of the Succession Act 2006.\footnote{16}

The Hon’ble Judge Slattery accepted the electronic document as Daniel Yazbek’s last will, since the act of typing his name at the end of the document—in his humble opinion—showed a degree of adoption and presence of intention.\footnote{17} Similarly, in \textit{Re Yu}, the Hon’ble High Court of Queensland probated the will of Mr. Yu, the deceased, which was stored on his iPhone.\footnote{18} The document was prepared like a traditional will and contained directions for the appointment and replacement of the executor.\footnote{19} The Court declared it to be testamentary, legally effective, and subsequently declared that the document for which probate is sought satisfies all the requirements.\footnote{20} The Court also accepted unsent messages as an enforceable will in \textit{Nichol v Nichol}, where the messages
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were found in the phone of the decedent. The decedent mentioned the name of his nephews, ex-girlfriend, and sons in the will, clearly demarcating and elaborating how his belongings shall be disbursed amongst all of them. The sons then filed a suit claiming intestate succession with equal disbursement of the testator’s assets amongst them. The Hon’ble Court came to the conclusion that the messages fulfilled all essential elements to be declared as a will and allowed the “dispensation of,” as the text shows, the testator’s intention, although the document was not in the format that was required by law.

V. E-WILLS, THE RIGHT TO PRIVACY, AND THE CLOUD CONUNDRUM: AN INDIA PERSPECTIVE

After the advent of the right to privacy and the Puttaswamy judgment in India, the most immediate concern that arises out of the E-Will concept is that of privacy and possible data breaches arising out of the storage of data. Section 2(1)(t) of the Information Technology (IT) Act, 2000 (India) defines an electronic record as “data, record or data generated, image or sound stored, received or sent in an electronic form or micro film or computer generated micro fiche” (emphasis added). However, with the emergence of novel technologies such as block-chain and artificial intelligence, it is important to possibly rethink the provisions of the IT Act in order to define the term ‘data’ in a more succinct manner. However, that discussion is for another day. Another crucial question that arises with regard to the evidentiary value of E-Wills and other forms of electronic documentation in India is whether a certificate is mandatory while producing electronic evidence under section 65B(4) of the Indian Evidence Act.
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Regarding this issue, there exists two conflicting judgements: Shafhi Mohammed\textsuperscript{131} and Anvar PV.\textsuperscript{132} In the former 2018 case, the Court declared that while producing electronic evidence, the requirement of a certificate is not always mandatory under section 65B(4) of the Evidence Act.\textsuperscript{133} Whereas in the latter 2014 case, the Court admitted that electronic records—such as CD, Chips, VCD, etc.—can be categorized as “secondary evidence” and shall be accompanied by the certificate provision of section 65B.\textsuperscript{134}

The supreme court has now finally addressed this concern in the Arjun Panditrao Khotkar v. Kailash Kushanrao Gorantyal case.\textsuperscript{135} The case was initially put up before a two judge division bench, which referred it to a three judge bench on July 26, 2019, in order to reconsider the 2018 Shafhi Mohammed decision in light of the 2014 Anwar PV judgment.\textsuperscript{136} The arguments were concluded on March 3, 2020 before the bench, with written submissions also being concluded by March 7, 2020.\textsuperscript{137} The judgment had been pronounced and has had a profound impact on the evidentiary value of electronic documents in India.\textsuperscript{138} The Division Bench—led by Nariman, J.—came to the conclusion that the mandatory requirement of such a certificate is justified so as to prove “lawful control” of the “primary source evidence” under the Indian Evidence Act for E-Wills, but becomes “impracticable” when the evidence can be produced in a physical form.\textsuperscript{139}

With inhibitions rife about the safety of government-based applications and modalities, such as Aadhar\textsuperscript{140} and Aarogya Setu,\textsuperscript{141} the
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role of private players—apart from banks, which in India are not predominantly public-sector—may come into play. However, bringing in non-banking private players into a hypothetical E-Will storage market without any solid regulatory framework to support it will endanger the privacy and legacy of numerous generations to come. India can perhaps draw some inspiration from Australia, which is in the implementation stage of its Consumer Data Right (CDR) legislations, allowing consumers to obtain details about any information stored by private players about them by sending an application (akin to an RT) to the Office of the Australian Information Commissioner. Such measures create a robust regulatory framework, which aggressively urges private players in the market to promote transparency with regards to consumer data. Australia’s personal information protection legislations, which come with strict safeguards, such as Tasmania’s, are as old as 2004.

VI. CONCLUSION

Although E-Wills are definitely going to increase in importance with the passage of time, three central concerns still remain relevant for
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most common law nations until the time federal legislation is enacted.\textsuperscript{147} The three concerns are, namely:

1) finding a lawyer in order to provide assistance in drafting the will;
2) getting the typed draft of your will printed in order to sign on the same, if ready access to a printer is not available; and
3) finding the specified number of witnesses in order to testify to the document.\textsuperscript{148}

Another option, if available, is oral wills.\textsuperscript{149} However, the same also possesses a host of evidentiary issues and is illegal in a host of common law jurisdictions.\textsuperscript{150}

Although numerous lawyers, will-making sites, and companies are now available remotely, it is important to note that most common law jurisdictions do not specify that a will has to be made using professional assistance,\textsuperscript{151} nor does it specify that it should be typed or in a particular format; needless to say, only the recipients and executors details must be specified.\textsuperscript{152} As for witnesses, it could be neighbors or even a person's family members—in most cases, legatees.\textsuperscript{153} Although a vast majority of common law nations—such as Kenya—do not consider it as a fair practice to do so, the law in nations—such as India—allow individuals from all religions, apart from Christianity and Zoroastrianism, to allow legatees to their wills in order to act as witnesses to the same as well.\textsuperscript{154}


\textsuperscript{148} See generally \textit{id.} (stating general concerns people run into when they are writing their will).


\textsuperscript{153} See Randolph, \textit{supra} note 152.

\textsuperscript{154} See generally Sanjeev Sinha, \textit{All you need to know about making a Will}, \textit{ECON. TIMES}, https://economictimes.indiatimes.com/tdmc/your-money/all-you-need-to-know-about-making-a-will/articleshow/53209791.cms (last updated July 15, 2019) (stating the general principle for a will to be valid a legatee or beneficiary should not be a witness).
Although the authors have deliberately kept the same outside the ambit of this short article, security breaches via breaking encryption keys and firewalls are a common occurrence. It is important that mechanisms, such as the Nevada Lockbox, be viewed with immense scrutiny as any data breach, followed by the hypothetical deletion of data, could automatically result in the activation of the state’s intestate laws—with no legal recourse for a beneficiary who was allegedly supposed to inherit all proceeds arising out of the same. What is even worse is that, if this happens, some prospective beneficiaries might not even realize that they have been denied something that would have otherwise rightfully belonged to them. Technology is moving at a rapid pace; however, a lot of responsibility now rests on the shoulders of legislators across common law jurisdictions to inculcate these changes into law with adequate safety measures.

